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Data Processing Information 
for Hungarian Institute of International Affairs Nonprofit Ltd. regarding data processing within contractual relationships
1. Purpose of the informative
In accordance with Regulation 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation, hereinafter referred to as GDPR), as well as Act CXII of 2011 on the Right of Informational Self-Determination and Freedom of Information (hereinafter referred to as the Information Act), the Hungarian Institute of International Affairs Non-Profit Ltd. (hereinafter referred to as the Company or data controller) publishes the following information in order to protect the personal data processed within the framework of contractual relationships.
2. Information on the data controller 
	[bookmark: _Hlk130411568]Data controller’s name:
	Hungarian Institute of International Affairs Non-Profit Ltd.

	Headquarters:
	1016 Budapest, Bérc street 13-15.

	Location of central administration:
	1062 Budapest, Bajza street 44.

	Company registration number:
	01-10-142325

	Contact:
	info@hiia.hu

	Represented by:
	[bookmark: _Hlk137456533]Schőberl Márton László Chief Executive Officer



3. Contact details of the Data Protection Officer
	Address:
	dr. Fényi Viktória
1126 Budapest, Böszörményi road 40. 

	E-mail:
	gdpr@hiia.hu



The Data Protection Officer provides assistance regarding any questions or observations related to data processing.
4. Regarding the actual data processing
4.1. The Company establishes contractual relationships in connection with the performance of its public duties defined in Government Decree 366/2016 (IX.29.) on the strategic research and analysis tasks in foreign economic and diplomatic affairs as well as tasks to be performed in the public interest.
4.2. The Company also establishes contractual relationships beyond what is stipulated in the above point. 
	Purpose of data processing 
	For contracts according to point 4.1.:
The purpose of data processing is to ensure the provision of resources and infrastructure necessary for the effective performance of the Company's public duties and tasks to be performed in the public interest, as defined in Government Decree 366/2016 (XI. 29.) on the strategic research and analysis tasks in foreign economic and diplomatic affairs, and to prepare and conclude contracts related to the use of budgetary support provided by the state and to provide for the operational framework for this purpose, including procurement of goods, ordering of services, where necessary, construction investments, asset sales, asset utilization, and transfer of assets or rights with respect to the tasks and interests to be performed by the Company.. Additionally, it includes maintaining records of payments.
For contracts according to point 4.2:
To take the steps necessary for the establishment of contracts between the Company and the concerned party, as well as to enforce rights arising from the contract, fulfil obligations arising from the contract, and maintaining communication related to the contract.

	Legal basis of data processing
	For contracts according to point 4.1:
The legal basis for data processing is Article 6(1) paragraph e) of the GDPR, concerning the execution of tasks carried out in the public interest by the Company, with particular regard to the provisions defined in Government Decree 366/2016 (XI. 29.) on the strategic research and analysis tasks in foreign economic and diplomatic affairs.
For contracts according to point 4.2:
The legal basis for data processing is Article 6(1) paragraph b) of the GDPR, concerning the performance of a contract between the Company and the data subject, or steps taken at the request of the data subject prior to entering into a contract.
The legal basis for processing contact data of legal  entities is Article 6(1) paragraph f) of the GDPR. According to the above-mentioned document, the Company has a legitimate interest in maintaining contact with, identifying persons authorized to act on behalf of legal entities, fulfilling its contractual obligations, and exercising rights.

	Source of data
	For contracts with natural persons, the data source is the data subject.
The Company obtains personal data related to contracts concluded and fulfilled with legal entities from the contracting party.

	Data retention period
	For contracts according to point 4.1:
The Company manages contracts, orders, and other documents related to contractual relationships according to the legal requirements for document management by public bodies[footnoteRef:1] until the disposal period specified in the current archive plan or, in its absence, until transfer to the archives. [1:  Act LXVI of 1995 on public records, public archives and the protection of private archival material, and Government Decree 335/2005 (XII. 29.) on the general requirements for the management of records by public bodies.] 

The Company shall keep the personal data contained in the contract, order sheet and other documents related to the contractual relationship necessary for the fulfilment of its accounting obligations for 8 years after the end of the fiscal year in accordance with Section 169(1) of Act C of 2000 on Accounting.
After this period - with the exception of the data contained in the documents to be archived pursuant to Act LXVI of 1995 on public records, public archives and the protection of private archival material and the personal data to be processed in its records management systems pursuant to the law - the Company deletes personal data (discards documents) and, with the transfer to the archives, ceases processing personal data at the Company.
For contracts according to point 4.2: 
The data retention period is 5 years after the contractual relationship has been established (general limitation period for enforcement), unless - especially with regard to preservation obligations in accounting regulations- the legislation prescribes a longer retention period for the relevant data.

	Access
	For contracts according to point 4.1:
The Company may transmit personal data related to its contracts - in accordance with the provisions of the applicable procurement rules - particularly to:
·  independent accredited public procurement advisor (FAKSZ),
· the National Communication Office Media (1054 Budapest, Garibaldi street 2.),
· the Digital Government Agency Ltd. (1134 Budapest, Váci út 37.),
· the General Directorate of Public Procurement and Supply and
· travel service providers.
The Company provides access to its data for internal audit purposes to Mortgagor Real Estate Marketing, Advisory and Service Ltd. (2310 Szigetszentmiklós, Pirosrózsa utca 22/b.). 
For accounting purposes, the Company uses GA Center Counsel Ltd. (1117 Budapest, Budafoki út 113) as a data processor.
For contracts according to point 4.2:
The Company provides access to its data for internal audit purposes to Mortgagor Real Estate Marketing, Advisory and Service Ltd. (2310 Szigetszentmiklós, Pirosrózsa utca 22/b.). 
For accounting purposes, the Company uses GA Center Counsel Ltd. (1117 Budapest, Budafoki út 113) as a data processor.



5. The most important rights of the data subject regarding data processing
The data subject may at any time in connection with data processing:
· request information about the data processing,
· request access to the held data processed about them,
· request correction or supplementation of inaccurate or incomplete data,
· object to the processing of his/her data,
· request restriction of data processing.

Upon request for information by the data subject - unless restricted by law for specified reasons - the data subject may learn whether his/her personal data is being processed by the data controller and are entitled to receive information regarding the data processed about them, including:
· the purpose of the processing by the data controller,
· the legal basis for their processing,
· the duration of the processing by the data controller,
· the data being processed and providing a copy of them to the data subject,
· the recipients or categories of recipients of the personal data,
· transfers to third countries or international organizations,
· the data subject’s rights related to data processing,
· available remedies.

The data controller shall respond to requests for information and access within one month. For additional copies of the personal data processed about the data subject, the data controller may charge a reasonable fee based on administrative costs.
In case of a request for correction (modification), the data subject must substantiate the accuracy of the data to be modified and also demonstrate that the data subject is indeed the rightful person requesting the data modification. This allows the data controller to assess whether the new data is accurate and, if so, whether it can replace the old data.
If it is not clear whether the data being processed is correct or accurate, the data controller does not correct the data but marks it, indicating that the data subject has objected to it but it is not certain whether it is incorrect. After confirming the request's authenticity, the data controller corrects the inaccurate personal data or supplements the data affected by the request without undue delay. The data subject is informed about the correction or making.
The data subject may request the deletion of his/her data, which means that the data controller is obliged to delete the data concerning the data subject without undue delay if:
· the personal data have been unlawfully processed,
· the data subject objects to the processing, and there are no overriding legitimate grounds for the processing,
· the personal data are no longer necessary for the purpose for which they were collected,
· the data controller is required by law to delete the data, and has yet not done so. 
The data subject may request the restriction of processing, which the data controller shall comply with if one of the following applies:
· the data subject disputes the accuracy of the personal data, in which case the restriction applies for the time enabling the data controller to verify the accuracy,
· the processing is unlawful, and the data subject opposes the erasure of the data and requests the restriction instead,
· the data controller no longer needs the personal data for processing purposes, but the data subject requests them for the establishment, exercise, or defense of legal claims,
· the data subject has objected to the processing; in this case, the restriction applies until it is determined whether the legitimate grounds of the data controller override the data subject’s legitimate grounds.
The data subject has the right to object at any time, for reasons related to his/her particular situation, to the processing of personal data based on Article 6(1) paragraph e) or f) of the GDPR. In this case, the data controller may not further process the personal data unless it demonstrates compelling legitimate grounds for the processing that override the interests, rights, and freedoms of the data subject, or for the establishment, exercise, or defense of legal claims.
If the data is restricted, such personal data, except for storage, may only be processed with the data subject's consent, or for the establishment, exercise, or defense of legal claims, or for the protection of the rights of another natural or legal person, or for reasons of important public interest of the European Union or a Member State. The data controller informs the data subject in advance about lifting the restriction on processing.
If the data subject believes that the processing of their data violates the GDPR or Act CXII of 2011 on Informational Self-Determination and Freedom of Information, or is dissatisfied with how the data controller handles his/her personal data, it is recommended that the data subject first contacts the data controller directly with his/her complaint. The complaint will be investigated in every case.
If, despite his/her complaint, the data subject continues to be dissatisfied with how the data controller handles his/her data or wishes to directly address the authority, the data subject may lodge a complaint with the Hungarian National Authority for Data Protection and Freedom of Information (address: 1055 Budapest, Falk Miksa utca 9-11; mailing address: 1363 Budapest, Pf. 9; Email: ugyfelszolgalat@naih.hu, website: www.naih.hu).
The data subject has the right to bring an action before the court for the protection of his/her rights and freedoms, which shall be dealt with urgently. In this case, the data subject may freely decide whether to submit his/her action to the court having jurisdiction over his/her domicile (permanent residence) or his/her residence (temporary residence) (http://birosag.hu/torvenyszekek).
You may find the court having jurisdiction over your domicile or residence on the http://birosag.hu/ugyfelkapcsolati-portal/birosag-kereso website. 
This information is effective and applicable from the date of signature.
Budapest, 2024. 03. 04.
Schőberl Márton
CEO
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Office: +36 1 279 5700
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